

SA WG2 Temporary Document
Page 1

SA WG2 Meeting #150e	S2-2202561
[bookmark: _Hlk92114058]April 6th – 12th, 2022; Elbonia                  	       (revision of S2-220xxxx)
	
Source: 	vivo
[bookmark: _GoBack]Title: 	FS_eNPN_Ph2 Update Solution 2 with access network selection for UE onboarding 
Document for: 	Approval
Agenda Item: 	9.4
[bookmark: _Hlk91784932]Work Item / Release:	FS_eNPN_Ph2 / Rel-18
Abstract of the contribution: This contribution proposes an update to Solution#2.
1	Discussion
[bookmark: _Hlk87257355]It is FFS whether UE onboarding is supported when the UE connects to SNPN via trusted or untrusted non-3GPP access network.
When the UE wants to perform UE onboarding via an SNPN, 
- For untrusted access scenario, the UE can use the SNPN network identifiers in the pre-configured ON-SNPN selection information to construct N3IWF FQDN. 
- For trusted access scenario, the UE may select an SNPN that is included in the pre-configured ON-SNPN selection information and then select a trusted non-3GPP access network which supports 5G connectivity to the selected SNPN.
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TR 23.700-08 as follows.
[bookmark: _Toc97155715][bookmark: _Toc22214903][bookmark: _Toc23254036][bookmark: _Hlk92215149][bookmark: _Toc97274370][bookmark: _Toc97274373][bookmark: _Toc97155717]6.2	Solution #2: Access to SNPN services via Untrusted non-3GPP access network
[bookmark: _Toc97274371]6.2.1	Introduction
Clause 5.30.2.8 and Annex D, clause D.3 of TS 23.501 [3] specify how the UE can access SNPN services via a PLMN.
This solution defines how the UE can access SNPN services via Untrusted non-3GPP access network.
[bookmark: _Toc97274372]6.2.2	Functional Description
To access SNPN services, a UE that has successfully obtained IP connectivity via an Untrusted non-3GPP access network may select the N3IWF of an SNPN and register with that SNPN (using the credentials of that SNPN) following the same N3IWF selection procedure as specified for access to stand-alone non-public network services via PLMN in clause 6.3.6.2a of TS 23.501 [3].
Editor's note:	It is FFS whether and how eNPN functionality defined in Rel-17 (e.g. UE onboarding, Emergency services) is supported in this solution.
6.2.3	Procedures
The procedure for selection of N3IWF of an SNPN for a UE connected to an untrusted non-3GPP access network is identical to the procedure for selection of N3IWF of an SNPN for a UE connected to a PLMN, the latter being described in clause 6.3.6.2a of TS 23.501 [3].
When the UE wants to perform UE onboarding via an SNPN, the UE may use the SNPN network identifiers in the pre-configured ON-SNPN selection information to construct N3IWF FQDN. 
Editor's note:	It is FFS whether and how the solution supports forwarding of selected SNPN ID to the AMF e.g. when multiple combinations of PLMN ID and NID point to the same 5GC.
[bookmark: _Toc97274374]6.2.4	Impacts on services, entities, and interfaces
Editor's note:	This clause lists impacts to services, entities, and interfaces.
UE impact:
-	Ability to use the SNPN network identifiers in the pre-configured ON-SNPN selection information to construct N3IWF FQDN.
************************** NEXT CHANGE ***********************
[bookmark: _Toc97274375]6.3	Solution #3: Access to SNPN services via Trusted non-3GPP access network
[bookmark: _Toc97274376]6.3.1	Introduction
This solution defines how the UE can access SNPN services via a Trusted non-3GPP access network. It is based on clause 6.3.12.2 of TS 23.501 [3], which defines the access network selection procedure for access to PLMN services via a Trusted non-3GPP access network.
[bookmark: _Toc97274377]6.3.2	Functional Description
To access SNPN services via a Trusted non-3GPP access network, the UE follows the same procedures used for accessing a PLMN via a Trusted non-3GPP access network defined in clause 6.3.12.2 of TS 23.501 [3] with the following clarifications and additions:
-	The UE initiates the access network selection procedure specified in clause 6.3.12.2 of TS 23.501 [3] and constructs a list of available SNPNs. This list contains the SNPNs advertised by all discovered non-3GPP access networks. A non-3GPP access network may advertise (e.g. with ANQP), not only the PLMNs with which 5G connectivity is supported (as specified in clause 6.3.12.2 of TS 23.501 [3]), but also the SNPNs with which 5G connectivity is supported.
-	The UE selects an SNPN that is included in the list of available SNPNs.
-	When the UE wants to perform UE onboarding via an SNPN, the UE may select an SNPN that is included in the pre-configured ON-SNPN selection information.
NOTE:	If the same SNPN identifier is included in the lists advertised by multiple non-3GPP access networks and the UE has determined to connect to this SNPN, the UE selects the underlying non-3GPP access network through which to establish the connection based on UE implementation.
Editor's note:	How the UE selects an SNPN that is included in the list of available SNPNs is FFS.
-	The UE selects a non-3GPP access network that supports 5G connectivity to the selected SNPN and initiates the registration procedure via trusted non-3GPP access specified in clause 4.12a.2.2 of TS 23.502 [4] in order to register with the selected SNPN via the selected non-3GPP access network. During the EAP authentication procedure the NAI provided by the UE indicates that 5G connectivity to a specific SNPN is required, e.g. NAI = "<username>@nai.5gc.nid<NID>.mnc<MNC>.mcc<MCC>.3gppnetwork.org".
Editor's note:	It is FFS whether this solution supports SNPNs with self-assigned NID.
	If there are multiple non-3GPP access networks that support 5G connectivity to the selected SNPN, then the UE places these non-3GPP access networks in a prioritized list and selects the highest priority non-3GPP access network from this list. To determine the priority of a non-3GPP access network, the UE shall apply the WLANSP rules (if provided), and the procedure specified in clause 6.6.1.3 of TS 23.503 [5], "UE procedure for selecting a WLAN access based on WLANSP rules". If the UE is not provided with WLANSP rules, the UE determines the priority of a non-3GPP access network by using implementation means.
Editor's note:	It is FFS whether and how eNPN functionality defined in Rel-17 (e.g. UE onboarding, Emergency services) is supported with this solution.
[bookmark: _Toc97274378]6.3.3	Procedures
Editor's note:	This clause describes procedures and information flows for the solution.
Editor's note:	It is FFS whether and how the solution supports forwarding of selected SNPN ID to the AMF e.g. when multiple combinations of PLMN ID and NID point to the same 5GC.

[bookmark: _Toc97274379]6.3.4	Impacts on services, entities, and interfaces
UE impact:
-	Ability to read SNPN identifiers in the list of available networks with which 5G connectivity is supported, as advertised by the non-3GPP access network.
-	Ability to select an SNPN that is included in the list of available SNPNs.
Non-3GPP access network impact:
-	Ability to advertise (e.g., via ANQP) the SNPNs with which 5G connectivity is supported.
TNGF impact:
-	Ability to select and to connect to the 5GC network of an SNPN.
************************** END OF CHANGE ***********************
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